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Database tables progression

Established our database schema.

facial=> \dt

Will start with inserting mock data List of relations

into the database and testingit. Schema | \ETI[E | Type | Owner
———————— e e e
public | faceauthentication | table | facial
public | files table | facial
public | folder table | facial
public userinfo table | facial
(4 rows)



Take Snapshot

Picture has been taken

Progress on analyzing Images
from video stream to analyze if
a Face is present

The camera stream that will
be shown starts once camera
access has been given, which
then startsa 5 second count-
down timer.

Once the timer reaches 0, a snapshot is taken
of the current frame from the stream, and it is
then analyzed by our python script. If a face is
in the frame of said snapshot, a blue box is
place on the face of the user, signaling that a
face was detected/identified.



Python script for facial landmarks

* We have 2 different python scripts in

use fOr our pOFjECt. ThIS p thOn SCrlpt Facial Encodings: [array([—0.06068635, ©.10174929, ©.01941249, ©.02724024, —@.03361638,

. 0.0164675 , -0.03375981, —0.04141923, 0.16718613, —0.18031269,

wWas deS|gned to SCan the ace and 0.25343937, -0.04001725, -0.23539205, -8.08029687, ©.00533456,

0.0749456 , -0.14844503, —0.07513712, —-0.12009215, —0.08357656,

return key values that we can use to B e

apply to the encryption B e s ey R R

-0.17173457, ©.01750953, —-0.81064712, 8.32452853, ©.17978048,

e |t gathers 128 plot points on the face 0.06238116, 0.21078997, 0.07716656, ©.09100205, 611632964,
. R R V4 -0.07932048, 0.0421046 , ©.08803082, -0.19081338, 0.07540342,

and it returns variables in an array that L T
We cah use as a base T0.04900546, 0.46962171, 0.18099125, 01691123, 0.60417472,

-0.10214896, -0.12447654, .12483213, 0.088306618, -0.09005607,

» Our plan is to merge our two python olonissied o trusion
scripts into one to manage both Sl e

functionalities of detecting if a face is

-0.04727468, 0.01020074,

present, and then to analyze the face | olewnerss, olenessars,
that was detected to collect the data.

.11482343, 0.22592987, -0.01355261,
.0585909 , -0.02400492, ©0.0513254 ,
.01492986, -0.10679778, ©.03084203,
.00612603, 0.04680334, -0.24230307,
.1010024 , ©.07584623, 0.03226487,
.18656257, -0.28030977, ©.15146963,
.14349791, 0.03459471, ©.10090941,
.1479747 , -0.07910535, -0.01082899,
.039149131) 1]
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